
 

 

PRIVACY POLICY 

This Privacy Policy explains the policies of Teucrium Trading, LLC (“Teucrium Trading”), a commodity pool operator 

registered with the Commodity Futures Trading Commission, and Teucrium Commodity Trust, the statutory trust for which 

Teucrium Trading serves as sponsor, and Teucrium Investment Advisors, LLC (“Teucrium Advisors”), a wholly owned 

subsidiary of Teucrium Trading, and each commodity pool for which Teucrium Trading or Teucrium Advisors now or in 

the future serves as sponsor or investment advisor, hereinafter referred to collectively as “Teucrium,” (or “we,” “us” or, 

“our” in this Privacy Policy), relating to the collection, maintenance, and use of nonpublic personal information about the 

investors in pooled investment vehicles managed or sponsored by Teucrium (each a “Fund” and, collectively, the “Funds”), 

as required under federal law.  

 

Scope / Teucrium Entities and Affiliates 

 

This Privacy Policy (the “Policy”) applies to the non-public personal information, as well as personal data of investors who 

are individuals and who obtain financial products or services from Teucrium, primarily for personal, family, or household 

purposes. This Privacy Policy applies to both current and former Fund(s) investors; Teucrium will only disclose nonpublic 

personal information about former investors to the same extent as for current investors, as described below.  

 

Dissemination of and Changes to Privacy Policy 

 

This Policy is dated November 1, 2024. Teucrium reserves the right to amend this privacy policy at our discretion and at 

any time. Teucrium will not make any change affecting Fund(s) investors without sending investors a revised Privacy Policy 

describing the change. When we make changes to this policy, we will post the updated policy on the Website and update its 

effective date. In any case, as required by federal law, Teucrium sends investors a copy of Teucrium’s Privacy Policy 

annually along with end-of-year financial statements, which are sent by mail. 

 

Your continued use of our website following the posting of changes constitutes your acceptance of such changes. 

 

Collection of Investor Information 

 

Teucrium may obtain certain confidential or nonpublic information about you in the course of our business. The nonpublic 

personal information we collect comes from information that you provide to us in using our website and information 

collected from you automatically when you use our website. You are not required to supply any personal information. Please 

contact us to correct or amend nonpublic personal information that you have already submitted. It is your responsibility to 

provide us with accurate data, and to provide us with updated personal data when it changes. 

Federal law gives investors the right to limit some, but not all sharing of their nonpublic personal information. Federal 

law also requires Teucrium to tell investors how it collects, shares, and protects such nonpublic personal information. 

Please read this policy carefully to understand what Teucrium does.  

 

 

This Privacy Policy describes the ways in which Teucrium collects, processes, and discloses personal information in 

connection with your interaction with our website or other contact with us, such as via phone, email, or mail. Throughout 

this Policy, “you” refers to the individual or entity that is using the services of Teucrium.  

 

This Policy also describes the measures we have taken in order to protect the confidentiality, integrity and security of your 

personal information, our purposes for collecting such information, your rights regarding your personal information and the 

way to contact Teucrium to exercise those rights. It also describes the extent to which we may disclose that information to 

affiliates and non-affiliated third parties.  

 



This Policy and the policies described herein are subject to change at any time. Accordingly, we recommend that you check 

for updates to the Privacy Policy on an ongoing basis. If we make changes to this Policy, we will update the date it was last 

changed. 

 

Sources of Nonpublic Personal Information 

 

All financial companies need to share customers’ personal information to run their everyday business. Teucrium may 

collect or have access to nonpublic personal information about current and former Fund investors for certain purposes 

relating to the operation of the Funds. “Nonpublic personal information” is personally identifiable financial information 

about Fund shareholders. This information may include personal data received from investors, such as their name, Social 

Security number, telephone number, address, account balances, bank account information, and information about 

investors’ holdings and transactions in shares of the Funds.  

 

We may collect this information from the following sources:  

 

• Directly from you when you provide it to us; 

• Automatically as you navigate through the Site. Information collected automatically may include usage details, IP 

addresses, and information collected through cookies, web beacons, and other tracking technologies; 

• Information we may receive from shareholders; 

• Information about shareholder transactions with us and our service providers, or others; 

• From our affiliates or non-affiliated partners such as our marketing and advertising partners or service providers, 

including credit bureaus, affiliates, or other companies. 

 

 

Google Analytics 

We use a tool called “Google Analytics” to collect information about the use of this site. Google Analytics collects 

information such as how often users visit this site, what pages they visit when they do so, and what other sites they used 

prior to coming to this site. We use the information we receive from Google Analytics only to improve this site. Google 

Analytics collects only the IP address assigned to you on the date that you visit this site, rather than your name or other 

identifying information. We do not combine the information collected using Google Analytics with personally identifiable 

information. Google’s ability to use and share information collected by Google Analytics about your visits to this site is 

restricted by the Google Analytics Terms of Use and the Google Privacy Policy. Google has developed the Google Analytics 

opt-out browser add-on for the Google Analytics JavaScript (ga.js, analytics.js, dc.js). If you want to opt out of Google 

Analytics, you can download and install the add-on for your web browser here: https://tools.google.com/dlpage/gaoptout. 

Cookies 

 

We collect information about how you use our website by using cookies. A cookie is a small text file, generated by a 

website that is stored in the website user’s internet browser or computer or mobile device hard drive, on a temporary or 

permanent basis. Cookies allow a website to identify a user’s device whenever that user returns to the website. This 

provides the user with a more stable and enriching experience and allows a website owner to gather usage 

information. You can find more detailed information about cookies and how they work at www.aboutcookies.org/. 

 

You can configure your internet browser preferences to limit the acceptance and storage of cookies, but blocking all 

cookies may limit your browsing experience on our and other websites. 

 

Retention of Information 

 

Your personal data will be retained only for as long as the information is needed to fulfill the purposes for which it is 

collected and processed or where you withdraw your consent (where applicable). Teucrium reserves the right to retain and 

use personal data for as long as necessary to comply with our legal and regulatory obligations and business requirements 

and/or to resolve any ongoing disputes and enforce our agreements. When we no longer need your personal data for our 

purposes, we will destroy, delete, or erase that personal data or convert it into an anonymous form. For the avoidance of 

doubt, data will not be destroyed before any regulatory retention period expires, or during a pending investigation, 

whether legal or regulatory. 

https://tools.google.com/dlpage/gaoptout
https://www.aboutcookies.org/


 

Use and Disclosure of Nonpublic Personal Information 

 

Investors’ nonpublic personal information, particularly information about investors’ holdings and transactions in shares of 

the Funds, may be shared between and amongst all Teucrium entities and the Funds. An investor cannot opt-out of the 

sharing of nonpublic personal information between and amongst Teucrium and the Funds. However, Teucrium will not 

use this information for any cross-marketing purposes. In other words, all investors will be treated as having “opted out” 

of receiving marketing solicitations from Teucrium other than the Fund(s) in which it invests. 

 

Teucrium does not sell nonpublic personal information to any third parties. Teucrium primarily uses investors’ nonpublic 

personal information to complete financial transactions that may be requested but may disclose investors’ nonpublic 

personal information to third parties under one or more of the following circumstances:  

 

• To complete financial transactions;  

• To fulfill the purpose for which you provide it; 

• To companies that act as service providers in connection with the administration and servicing of the Funds, which 

may include attorneys, accountants, auditors and other professionals; maintain shareholder accounts, and in 

connection with the servicing or processing of transactions of the Funds; 

• For any other purpose disclosed by us when you provide the information. 

• With the consent or at the direction of the investor; 

• To comply with any court order, law, or legal process, including a response to a government or regulatory request; 

• To a buyer or other successor in the event of a merger, divestiture, restructuring, reorganization, dissolution, or other 

sale or transfer of some or all of Teucrium’s assets, whether as a going concern or as part of bankruptcy, liquidation, 

or similar proceeding, in which personal data held by Teucrium about our investors is among the assets transferred; 

• If we believe disclosure is necessary or appropriate to protect the rights, property, or safety of our investors, or others; 

• Contact you by post, telephone or electronic mail, in response to your request(s); 

• Provide you with information concerning products and services offered by Teucrium, including our newsletter; and 

• Measure the performance of our website and improve its performance. 

 

Investors may not opt out of these disclosures. 

 

Non-affiliated companies that assist Teucrium in providing services to you are required to maintain the confidentiality of 

such information to the extent they receive it and to use your non-public personal information only in the course of providing 

such services and only for the purposes that we dictate. 

Protection of Nonpublic Personal Information 

 

Teucrium takes measures to protect investors’ nonpublic personal information in our possession from loss, misuse, 

unauthorized access, disclosure, alteration, and destruction. These measures include, among others, restricting access to 

such information, requiring third parties to follow appropriate standards of security and confidentiality, and maintaining 

physical, technical, administrative, and procedural safeguards. We use reasonable best efforts to require that any person or 

institution to which we disclose personal data will protect the confidentiality of that information and use the information 

only for the purposes for which we disclose the information to them. In addition, we restrict access to nonpublic personal 

data to those Teucrium employees who need to know that information in the course of their job responsibilities.   

 

Teucrium’s Website is hosted in the United States and any data provided to Teucrium is stored in the United States. If you 

choose to provide personal data from regions outside of the United States, then by your submission of such data, you 

acknowledge and agree that: (a) you are transferring your personal information outside of those regions to the United 

States voluntarily and with consent; (b) the laws and regulations of the United States shall govern your use of the 

provision of your information, which laws and regulations may differ from those of your country of residence; and (c) you 

permit your personal information to be used for the purposes herein and in the Privacy Policy above.  

 

Your Choices 

 



You may access your nonpublic personal information and correct or amend any of the nonpublic personal information you 

have provided to us by emailing us at contact@teucrium.com. Please include your name, address, and/or email address 

when you contact us. 

Contact Us 

 

If you have any questions about this privacy policy, please contact us through our website https://teucrium.com/contact-us 

or via one of the following methods: 

 

Email 

contact@teucrium.com  

 

Toll Free Call 

802-540-0019 

 

Website 

www.teucrium.com 

 

Via Mail 

Teucrium Trading, LLC 

Three Main Street 

Suite 215 

Burlington, VT 05401 

 

 

 

 

 

Notice to California Investors 

 

This Privacy Policy and Notice for California Residents has been adopted to comply with the California Consumer 

Privacy Act of 2018 (“CCPA”). The CCPA establishes additional privacy rights and protections than are required under 

federal privacy laws and therefore this policy applies solely to all visitors, users, and others who reside in the State of 

California (“consumers” or “you”). Any terms defined in the CCPA have the same meaning when used in this policy. 

 

We may collect information that identifies, relates to, describes, references, is reasonably capable of being associated 

with, or could reasonably be linked, directly or indirectly, with a particular consumer, household, or device (“personal 

information”). Personal information does not include: 

 

• Publicly available information from government records. 

• Deidentified or aggregated consumer information. 

• Personal information maintained by financial services firms that is covered under certain exemptions described in 

the CCPA, such as the federal Gramm-Leach-Bliley Act. 

 

This policy explains the types of personal information we collect, how we use it, who we share it with, how we protect it, 

and your legal rights. In the table below, we summarize the categories of personal information we may collect and 

examples of data within each category. 

 

Category of Personal Data Source of Personal Data 

Personal identifiers such as a real name, alias, 

postal address, unique personal identifier, online 

identifier Internet Protocol address, email address, 

account name, social security number, driver’s 

license number, passport number, or other similar 

identifiers. 

We collect information in this category from account 

applications, website interactions, account transactions, email 

correspondence, cookies, website analytics, public sources, from 

the investor, or from third parties.  

file:///C:/Users/EDSIMANEK/AppData/Local/Microsoft/Windows/INetCache/Content.Outlook/RVCOE00B/contact@teucrium.com
https://teucrium.com/contact-us
mailto:contact@teucrium.com


Information About You. Information that 

identifies, relates to, describes, or is capable of 

being associated with, a particular individual, 

including, but not limited to, your name, signature, 

Social Security number, physical characteristics or 

description, address, telephone number, passport 

number, driver’s license or state identification card 

number, insurance policy number, education, 

employment, employment history, bank account 

number, credit card number, debit card number, or 

any other financial information. 

We collect information in this category from account 

applications, website interactions, account transactions, email 

correspondence, cookies, website analytics, public sources, from 

the investor, or from third parties. 

Account information: Account log-in, financial 

account, debit card, or credit card number in 

combination with any required security or access 

code, password, or credentials allowing access to 

an account 

We collect information in this category from account 

applications, website interactions, account transactions, email 

correspondence, from the investor, or from third parties. 

Commercial information: records of personal 

property, products or services purchased, obtained, 

or considered, or other purchasing or consuming 

histories or tendencies. 

We collect information in this category from account 

applications, website interactions, account transactions, email 

correspondence, cookies, website analytics, public sources, from 

the investor, or from third parties. 

Internet or other electronic network activity 

information: browsing history, search history, and 

information regarding a consumer’s interaction 

with an Internet Web site, application, or 

advertisement. 

We collect information in this category from website 

interactions, account transactions, cookies and website analytics. 

Geolocation data We collect information in this category from website 

interactions, account transactions, email correspondence, 

cookies and website analytics. 

Audio, electronic, visual or similar information We collect information in this category from phone, video, or 

similar interactions where we are required to record regulatory 

or other proportionate services.  

Information from Cookies We collect information in this category from website 

interactions, cookies and website analytics. 

 

This information is collected and used for the purposes disclosed in this Privacy Policy. Teucrium has not sold personal 

information of California residents in the past 12 months. Teucrium may have disclosed any of the above categories of 

personal information pursuant to an individual’s consent or under a written contract with a service provider for a business 

purpose in the past 12 months. 

 

Consumer Rights Under CPA 

 

The CCPA provides consumers (California residents) with specific rights regarding their personal information. This 

section describes your CCPA rights and explains how to exercise those rights. You have a right to receive 

nondiscriminatory treatment for the exercise of the privacy rights conferred by the CCPA. 

 

• Access to Specific Information and Data Portability Rights 

 

Depending on how you interact with us, you may have the right to request that we disclose certain information to you 

about our collection and use of your personal information over the past 12 months. Please note we are not obligated to 

respond to more than two access requests for the same individual’s personal information within a 12-month period. Once 

we receive and confirm your verifiable consumer request, we will disclose to you: 

 

o The sources and categories of personal information we collected about you 

o Our business or commercial purpose for collecting that personal information. 

o The categories of third parties with whom we share that personal information. 

o The specific pieces of personal information we collected about you (also called a data portability request). 



 

• Deletion Request Rights 

 

You may have the right to ask us to erase personal information concerning you, except we are not obligated to do so if we 

need to retain such data in order to comply with a legal obligation or to establish, exercise, or defend legal claims or under 

other exceptions under the CCPA. Please note we will use our best efforts to erase your personal information, however we 

cannot guarantee that every single piece of information associated with you will be deleted from our systems. 

 

• Exercising Access, Data Portability, and Deletion Rights 

 

To exercise the access, data portability, and deletion rights described above, please submit a verifiable consumer request 

to us by either: 

 

o Emailing us at contact@teucrium.com  

 

Only you, or someone legally authorized to act on your behalf, may make a verifiable consumer request related to your 

personal information. You may also make a verifiable consumer request on behalf of your minor child. You may only 

make a verifiable consumer request for access or data portability twice within a 12-month period. The verifiable consumer 

request must: 

 

o Provide sufficient information that allows us to reasonably verify you are the person about whom we 

collected personal information or an authorized representative. Reasonable verification may include 

matching at least two data points provided by you with data points maintained by us. 

o Describe your request with sufficient detail that allows us to properly understand, evaluate, and respond 

to it. 

 

We cannot respond to your request or provide you with personal information if we cannot verify your identity or authority 

to make the request and confirm the personal information relates to you. If you have an account with us, having your 

account information available so that we can validate your identity will help us more efficiently handle your request. If 

you do not have an account with us, verification can involve matching up to three pieces of your personal data (as 

provided on your request) with our internal records. 

We will only use personal information provided in a verifiable consumer request to verify the requestor’s identity or 

authority to make the request. 

 

o Response Timing and Format 

 

When we tell you that we need additional information to verify your identity, you must get us the information within ten 

(10) business days, or we may deny your request. We will endeavor to respond to a verified request within 45 calendar 

days, unless there are grounds for extending our response timeframe by up to an additional 45 days. In the event of an 

extension, we will explain to you why the extension is necessary. In some cases, your ability to access or delete your 

personal information will be limited, as required or permitted by applicable law, even when the CCPA applies to the 

personal information we have for you. 

 

• Children's Rights 

 

We do not knowingly or intentionally collect any personal information directly from anyone under 18 years of age. And 

we do not target any advertising to children under 16. If you are a parent and believe we have collected personal 

information directly from your child who is under 16 years old, you may email or call us to report this. We will 

investigate your report, and if we discover that we have in fact collected such information, we will delete it. 
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